JOSE ROBERTO GISBERT POBES

i IT OPERATIONS MANAGER | CLOUD & SECURITY FOCUS
=
N

Profesional hibrido con mds de 20 afios de trayectoria combinando gestion ejecutiva,
operaciones IT y administracién de infraestructuras. Ex Director de Operaciones (CO0)
y CTO, con vision integral del negocio, la tecnologia y el riesgo operativo.

. / Actualmente consolido mi especializacién en Ciberseguridad, Gobierno del Riesgo
F "?f ~ (GRC), Arquitectura Cloud Segura y Continuidad de Negocio, reforzando una base
técnica ya aplicada durante afios en entornos productivos.

Aporto madurez estratégica, criterio técnico y capacidad de ejecucién en contextos
donde la fiabilidad, la sequridad y la responsabilidad son criticas.

Javea, Alicante (Movilidad)

34 695 074 074
’ & EXPERIENCIA PROFESIONAL

gisbertjoseroberto@gmail.com

Director de Operaciones & Infraestructura IT (Cofundador) 2012-2025

LinkedIn & ChatCV

Medical Aesthetic Clinics | Sector Salud

Responsable de la definicidn, ejecucion y supervision de la estrategia tecnologica
(CTO) y operativa (COO), gestionando un equipo multidisciplinar de 13 personas y
asegurando la resiliencia del negocio frente a riesgos operativos y digitales.

Windows Server AD | Linux Hardening » Gestion de Infraestructura & Seguridad: Disefio y administracion de arquitectura

- AWS / Azure Cloud hibrida (On-premise/Cloud). Hardening de servidores y endpoints. Implementacion
de Disaster Recovery Plan (DRP) y copias inmutables (Backup 3-2-1) para asegurar

Docker / Containers Firewalling (PaloAlto) la continuidad de negocio.

SIEM/IDS/IPS | VLANs/VPN /IPsec > Cumplimiento Normativo (Compliance): Adaptacion técnica y procedimental a la
estricta normativa de datos médicos (RGPD/LOPD), implementando controles de

MySQL / MariaDB acceso, cifrado y auditoria para garantizar la confidencialidad e integridad de la

informacién sensible.

> Vendor Management & Liderazgo: Negociacion con proveedores tecnoldgicos,
gestion de SLAs y optimizacion del presupuesto IT logrando una reduccién de

Offensive: Kali Linux, Metasploit, Burp costes operativos del 20%. Gestion integral de RRHH y creacion de cultura de
Suite, Nmap, Wireshark, Hydra. seguridad corporativa.

Defensive: Hardening, Log Analysis, Técnico de Respuesta a Emergencias (Voluntariado) 2001-2004
Incident Response.

GRC: ISO 27001, ENS, RGPD, Andlisis de Cruz Roja Espaiola

Riesgos. Gestion operativa en situaciones criticas. Desarrollo de alta resiliencia y capacidad

de toma de decisiones rapidas bajo presion extrema. Habilidad transferible y critica
para la Gestion de Incidentes de Ciberseguridad y respuesta ante crisis.

DevSecOps: Bash Scripting, Python, Git.

2 FORMACION & PROYECTOS

Espanol/Valenciano: Nativo
Inglés: B1 (Técnico) - En formacién Master en Ciberseguridad (Ofensiva y Defensiva) Finalizando

SEINE: The PowerMBA - Certificado por UCAM | 2 Afios
> Ciberdefensa & GRC: Auditoria ISO 27001 y Esquema Nacional de Seguridad (ENS).
Seguridad en Cloud (AWS/Azure). Gestion de Identidades y Accesos.

> Red Team: Auditoria de vulnerabilidades (Pentesting) usando Metasploit, Burp Suite,
AWS Cloud Practitioner Nmap y andlisis de vectores de ataque basado en MITRE ATT&CK.

CIBEER CfEIEEei (e CFGS Admin. Sistemas Informaticos en Red (ASIR) Finalizando

Cisco: Data Science & Al .. . -
Formacion Profesional Superior

Microsoft: Azure Fundamentals (En prep.) » Administracién avanzada de Servicios de Red (DNS, DHCP, LDAP), Bases de Datos
(MySQL), Servidores Web (Apache/Nginx) y Seguridad Perimetral (Firewalls/VPNs).

Disponible para incorporacion (FCT / entorno

) AWS Secure Architecture & Home Lab Proxmox/VMware
profesional)
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